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Department of Energy § 835.1301 

exceeding the removable surface con-
tamination values specified in appen-
dix D of this part. 

Subpart M—Sealed Radioactive 
Source Control 

SOURCE: 63 FR 59686, Nov. 4, 1998, unless 
otherwise noted. 

§ 835.1201 Sealed radioactive source 
control. 

Sealed radioactive sources shall be 
used, handled, and stored in a manner 
commensurate with the hazards associ-
ated with operations involving the 
sources. 

§ 835.1202 Accountable sealed radio-
active sources. 

(a) Each accountable sealed radio-
active source shall be inventoried at 
intervals not to exceed six months. 
This inventory shall: 

(1) Establish the physical location of 
each accountable sealed radioactive 
source; 

(2) Verify the presence and adequacy 
of associated postings and labels; and 

(3) Establish the adequacy of storage 
locations, containers, and devices. 

(b) Except for sealed radioactive 
sources consisting solely of gaseous ra-
dioactive material or tritium, each ac-
countable sealed radioactive source 
shall be subject to a source leak test 
upon receipt, when damage is sus-
pected, and at intervals not to exceed 
six months. Source leak tests shall be 
capable of detecting radioactive mate-
rial leakage equal to or exceeding 0.005 
μCi. 

(c) Notwithstanding the require-
ments of paragraph (b) of this section, 
an accountable sealed radioactive 
source is not subject to periodic source 
leak testing if that source has been re-
moved from service. Such sources shall 
be stored in a controlled location, sub-
ject to periodic inventory as required 
by paragraph (a) of this section, and 
subject to source leak testing prior to 
being returned to service. 

(d) Notwithstanding the require-
ments of paragraphs (a) and (b) of this 
section, an accountable sealed radio-
active source is not subject to periodic 
inventory and source leak testing if 
that source is located in an area that is 

unsafe for human entry or otherwise 
inaccessible. 

(e) An accountable sealed radioactive 
source found to be leaking radioactive 
material shall be controlled in a man-
ner that minimizes the spread of radio-
active contamination. 

[63 FR 59686, Nov. 4, 1998, as amended at 72 
FR 31927, June 8, 2007] 

Subpart N—Emergency Exposure 
Situations 

§ 835.1301 General provisions. 

(a) A general employee whose occu-
pational dose has exceeded the numer-
ical value of any of the limits specified 
in § 835.202 as a result of an authorized 
emergency exposure may be permitted 
to return to work in radiological areas 
during the current year providing that 
all of the following conditions are met: 

(1) Approval is first obtained from 
the contractor management and the 
Head of the responsible DOE field orga-
nization; 

(2) The individual receives counseling 
from radiological protection and med-
ical personnel regarding the con-
sequences of receiving additional occu-
pational exposure during the year; and 

(3) The affected employee agrees to 
return to radiological work. 

(b) All doses exceeding the limits 
specified in § 835.202 shall be recorded in 
the affected individual’s occupational 
dose record. 

(c) When the conditions under which 
a dose was received in excess of the 
limits specified in § 835.202, except 
those received in accordance with 
§ 835.204, have been eliminated, oper-
ating management shall notify the 
Head of the responsible DOE field orga-
nization. 

(d) Operations which have been sus-
pended as a result of a dose in excess of 
the limits specified in § 835.202, except 
those received in accordance with 
§ 835.204, may be resumed only with the 
approval of DOE. 

[58 FR 65485, Dec. 14, 1993, as amended at 63 
FR 59687, Nov. 4, 1998; 72 FR 31927, June 8, 
2007] 
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